
We conducted semi-
structured interviews (N =
23) with participants from

diverse backgrounds,
including 9 professional
GPT creators (who have

published GPTs that
gained notable popularity),

8 user-creators (who
create GPTs primarily for
their own personal use),

and 6 end users (who use
GPTs but do not create

them).

Scenario 3: Login-based GPTs

Custom GPTs are personalized applications built on LLMs and hosted on
OpenAI’s GPT Store.
 In Scenario 1, anyone can easily create and publish a basic GPT using
simple prompts — no coding required. 
More advanced GPTs can also be built by connecting them to third-party
services for richer functionality.
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Scenario 2: Action-based GPTs

Misconceptions about GPT data flow: For example, some users believed that GPT creators
could access their conversations, which is not the case in Scenario 1.
Blurred boundaries between creator and user roles: Unclear role definitions and
responsibilities lead to ambiguous privacy practices.
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