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A project “Building a national cyber-
security education cooperation net-
work” 1s funded by Ministry of Ed-
ucation and Culture, Finland. The
project is coordinated by University
of Jyvaskyla. Other universities in the
network are Turku, Helsinki, Vaasa,

Oulu, Abo, Tampere, Aalto, and LUT.
The project aims to:

Increase cooperation between
higher education institutions.

Develop and expand
research-based cybersecurity

education.

Increase the number of
cybersecurity study modules for

degree students.

Expand cybersecurity studies for
non-degree students.

Enable students from different
Istitutions to participate in

unified studies, reducing overlap.

Expand activities and study
opportunities, including
cooperation with foreign
institutions.

We [3] show how our measurement system can develop a cybersecurity curriculum
that meets workforce needs and supports lifelong learning for professionals.
Lehto et al. [1] found weights for 7 Job Categories (JC) of NICE Framework [2].
Using the weights, we derived weights of Knowledge Areas (KAs) and Knowledge
Units (KUs) of Curriculum. Based on the weights, we mapped Knowledge Descrip-
tions to Knowledge Units.
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Weight distribution of the Knowledge
The percentages of cybersecurity Areas based on their importance to
professional needs in seven main cybersecurity work role competences.

competence categories.
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cybersecurity curriculum. Proposed cybersecurity

curriculum.

The 5G Security MOOC course provides students with knowledge of the key security threats in mobile
communications and how to protect against them.

The creation of the course is part of the Cybersecurity education network project and will be provided by University of
Helsinki. The persons responsible for the course development are Harri Kahkonen and Valtteri Niemi.
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